The Use and Re-use of Public Sector Information (PSI):
Some Legal and Policy Reflections

Abstract: This paper will draw upon the duality of PSI and point out the influence of technology on its availability and accessibility. It mentions some of the different types of law that determine the availability of PSI in Europe, and the main differences compared to the U.S. and Canada.


1. Situating Public Sector Information:

The public sector, in exercising its public tasks, is probably one of the biggest generators of information. It is argued (Onsrud, 1998, p. 1) that the resulting body of information that is freely accessible for use by all constitutes a public commons in information. This information commons has substantial positive effects on the well being and growth of society. However, this information risks as a result of government policies responding to digitally formatted information, to be increasingly the subject of commercialization. Thus contributing to what is called the tragedy of the commons.

Definitional Issues:

In my opinion one should, before bringing up the definition of public sector information, make a clear distinction between data and information. Data, in this paper, covers every symbol, sign or measure that is in a form that can be directly captured by a person or a machine. Conventionally, the most useful data is that which represents (or purports to represent) real-world facts and events (Clarke, 1999, p. 3). Information is something more. Although different definitions of information exist, we will, as Walters (2001, p. 17) does, consider it as a limitation of or a selection from possibilities, as ordering or forming the randomness and chaos of data. The definition of information as a selection and arrangement of data resembles that of a ‘compilation’, which is found in many copyright statutes including the Canadian Copyright Act.

Public sector information and government information are notions difficult to define. Since they are often used as synonyms. It’s therefore important to clearly distinguish them. Public sector information could be defined as all the information that is or has come into possession of the public sector in the exercise of its activities (Burkert, 1995, p. 4). Public sector bodies may, on their turn, be defined as those bodies established for the specific purpose of meeting needs in the general interest, not having an industrial or commercial character; having legal personality; and financed, for the most part, by the state, or regional or local authorities, or other bodies governed by public law (European
Commission, 2001, p. 8 and Directive 92/50, art. 1). Government information is more restrictive, covering that part of public sector information relating to the executive branch.

Further categorization of public sector information is possible. One could like, Wells Branscomb (1994, p. 164), make a distinction on the basis of functionality and thus perceive: 1) that information which is necessary for the citizens to acting in their roles as voters engaging responsibly in the electoral process, 2) that which is necessary for law-abiding residents in order to comply with the legislative enactments and judicial decisions that are the law of the land, 3) that information which is mandated by the purpose for which the agency is established, for example, to provide medical, environmental, commercial, technical or educational information, 4) that information upon which the very essence of the deliberative process rests, and which cannot be collected reliably and accurately in the private sector, such as census data and sensitive economic data - necessary in the aggregate but damaging or invasive of privacy if disclosed with identifying attributes.

The problem with this categorization of public sector information is that this is a very delicate exercise. Especially since this is done in a rather normative way and based on the supposed essential general or democratic importance of public sector information (ICRI, 2002, p. 16).

2. The Functionality of Public Sector Information

Notwithstanding these difficulties, it appears that public sector information is subject to a number of tensions. On the one hand is public sector information the object of a fundamental democratic right, in its turn part of the process of checks and balances as required by constitutional law in parliamentary democracies. At the same time however, and in particular the last couple of decades, PSI has become attractive for commercial purposes.

The Democratic Value of PSI

It is argued (Janssen & Dumortier, 2003, p. 185) that public sector information is vital for the citizens to participate fully in a democratic society and to be aware of the extent of their rights and duties. In order for people being capable to participate in social, economic, or political processes one is greatly dependent on the information that can be gathered about those processes and the way to approach them. Access to government information may give citizens a sense of ownership of their society, and it creates a confidence in the legitimacy and appropriateness of government administration (CSTB, 2001, p. 156). Historically, the public’s right to information held by the State must be understood as part of a broader set of rights of citizens, aimed at giving them control of state power and of shielding them from the arbitrary use of it (Mackaay, 1992, p. 168). In Europe it goes back to the time when Kingdoms where characterised by personal governance and the veil of secrecy that existed on the role of the King’s counsellors. Gradually, along with the evolution of a government based on pluralistic forces, came the need for accountability. As Birkinshaw (1996, p. 85) argues, accountability is impossible in any real sense unless, the body exercising power accounts to whoever asserts the right to expect an explanation, a justification for action or inaction, for prerogative acts and for policy. Knowing who did what is the first step to rendering an institution or person
accountable. In Brittan, until the middle of the 19th century, the battle for information had largely been fought out in a constitutional struggle between the Crown and the Commons, and between courts and country. The growth of the press, the emergence of strong political parties and organised party political process and the development of interest group politics all contributed to a wider group beyond government that wished to be informed of public business (Birkinshaw, 1996, p. 92).

Nowadays many countries become to recognise that individuals have a right on access to information held by public bodies and that such legislation is needed. However, as a recent UNESCO-study notices (Mendel, 2003, p. 124), that in important areas divergences remain, like in definitional issues, procedures, the duties to publish, exceptions, and promotional measures. They are not only explained by the fact that some have further in developed their freedom of information legislation compared to others.

Another explanation to these divergences are the different viewpoints governments have with regard to the extent to which their information should be made available. These views can, according to Heeks (2000, p. 2), be represented as lying anywhere within a triangle between three extremes. One may consider public sector information as a private asset, a public asset, or not an asset at all. In the case of public asset, public sector information is seen as owned by everyone since it has been gathered about and from everyone, often compulsorily. It should, in general, be made available as it can assist in both social and economic development, and citizens have a free right of access or at worst against cost. On the contrary, if public sector information is considered as a private asset, than it is seen as owned by the department where it resides. Here the view is that since the public sector has invested money in its production, often making it have a considerable commercial value, the information will be sold, including for citizens, at market price and constitute a revenue to the public sector. The third view is that public sector information is not an asset, and sees PSI as not important enough to warrant open consideration of issues of ownership, value and charging.

All the policies regarding freedom of information can be brought back, more or less, to one of these extremes. For example, at the federal level, the U.S. adheres the view that federal government information is a public asset. This is mainly due to the prohibition of copyright on federal government information, as stipulated in the 1976 U.S. Copyright Act, and to the First Amendment in the U.S. Constitution that generally prohibits any government effort to limit freedom of expression and information. Most European States take more moderate positions, with copyright in public information being permissible, but only under some circumstances and only if expressly reserved (Perrit, 1994, p. 14). The United Kingdom, for example, adhered to the view that public sector information was to be considered a private asset, thus placed at the opposite end of the spectrum from the U.S. Its 1988 Copyright Designs and Patents Act recognizes the principle of “Crown Copyright”, according to which the Queen is considered to be the owner of creations by its public agents in central administrations when the work was created within the framework of their professional activities. In practice “Her Majesty’s Stationary Office” (HMSO) deals with the policy and exercise of the copyright. The diffusion policy of public data by the UK has changed substantively over the last six years in an effort to offer greater access to citizens and economic actors (Le Forum des Droits sur Internet, 2003, p. 7). Since the introduction of the 2000 Freedom of Information Act the general principle is that public data is freely available, which, in practice, is done by way of “click & use” licences.
The way in which public sector information is conceived, anywhere between a public or private asset, is of course of great importance in relation to commercialization. However, besides the democratic value of public sector information, which, from a citizens’ point of view, should encourage towards maximum accessibility, public sector information also has a commercial value making it favourable to minimum accessibility. Indeed, for public sector information to keep its commercial value, free accessibility should be kept limited. This duality, the tension between maximum and minimum free accessibility, poses particular difficulties as is also reflected within some government’s policies (Heeks, 2000, p. 12).

### The Attractiveness of PSI for Commercialization:

According to Poullet (1995, p. 2), the willingness of certain administrative bodies and certain companies to commercialize data held by the civil service can be explained by the characteristics inherent to government information, namely because it’s being collected by a public authority. Since the information is considered as being complete (all citizens targeted by the legislation in question being required to provide it), reliable (sanctions are envisaged for anyone giving false information) and, perhaps most important, inexpensive (civil services function on a non-profit basis). One could rightfully state that this has always been the case, so why bother with it now? In the past this value in a more or lesser degree remained only a potential value. The big problem in the past was to effectively commercialise public sector information concerned the problem of accessibility. It is held by the transparency-model in Figure 1 below, as developed by the Rathenau Institute (Baten & van der Starre, 1996; de Vries, 2001), that in order for public sector information to be disclosed or transparent, it not only should be available, but it also should be accessible. Availability comprises the whole legal framework that allows one to disclose information held by the public sector, and that determines the extent, the manner and the conditions under which this is to be done. Accessibility covers the degree of attainability and comprehensibility, and relates to the more practical barriers to public sector information. Like obtaining the necessary media, to successfully trace the information, to be able to afford the price of it, the form in which it exists to be compatible, and to understand the contend. There’s a mutual dependency between accessibility and availability, since it’s useless to provide a whole system of laws and regulations that make the information (legally) available to you, when (practical) barriers like absence of the necessary media or an elevated price prevent you from making use of this availability (de Vries, 2001, 14; Steyaert & Van Gompel, 2001, 13).
The absence of wide accessibility thus explains for a large part why the commercialization of public sector information has only relatively recently popped up as an issue within the public policy discussion. Indeed when, from the seventies on, IT started to be widely used within the public sector, this also meant the advent of greater accessibility. Indeed, as Solove (2002, p. 1154) correctly points out, for a long time, public records were accessible only in the various localities in which they were kept, and the practical difficulties in gaining access to them remained obscure. In sum, the increasing digitization of documents enabled more documents to be retained by eliminating storage constraints, increased ability to access and copy documents and permitted the transfer of documents en mass. It is not a coincidence that during the nineties and at the beginning of the 21st century, a period during which IT has been integrated in the public sector’s daily use, also the availability of public sector information went crescendo in different countries through the implementation of ‘freedom of information laws’ or ‘government in the sunshine acts’.

However, parallel to a greater accessibility and availability, it is argued (CSTB, 2001, p. 159) that in particular technology has created incentives for the private sector to create value-added products from the raw data produced by government agencies. With records being increasingly computerized, entire record systems, rather than individual records can be easily searched, copied and transferred. Private sector organisations sweep up millions of records from record systems throughout the country and consolidate those records into gigantic record systems (Solove, 2002, p. 1152). Some (Steyaert & Van Gompel, 2002, p. 15) argue that this led to the existence of a chaotic environment, in which it becomes difficult for governments to control their information assets. The relationship between the public sector and the private information sector, and their respective tasks and responsibilities in making information accessible (e.g. making it traceable in a context of...
information overload) then needs to be considered, and translated into a new framework for structuring the public sectors’ information chain.

3. The Issue of the Commercialization of PSI in the Europe, the U.S., and Canada: A Comparison of their Legal Frameworks

As follows from the transparency-model (see supra), the availability of public sector information covers the legal framework. Not only as regards legally providing access to public sector information, but also concerning the use one is able or entitled to make of it, as an individual, but also as a private company to commercially exploit it. According to Perrit (1994, p. 12) there are several types of law that shape the commercialization of public sector information: affirmative authority for public agencies to engage in commercial activity, public access laws, human rights laws, copyright and other intellectual property laws, data protection laws, and public tender laws. With regard to commercialization one could argue that some of these laws should prevent commercialization from reducing the availability of some public sector information (like freedom of information laws), while other categories of laws (like data protection laws, or intellectual property laws) have to reduce or limit the availability of public sector information.

When comparing the legal framework that determines the availability public sector information in the E.U., U.S. and Canada, a number of differences will surface that are of particular relevance with regard to the commercialization of public sector information. This paper will therefore spend particular attention to the laws on public access, data protection, copyright or related intellectual property rights, and competition.

The Availability of Public Sector Information within Europe:

Both the institutions of the European Union and those of the Council of Europe (further named “the Council”) have contributed to a legal framework on government information within their member states, but not in the same way. The Council has contributed more to accessibility than the E.U. did. The latter was more involved with data protection, copyright and other intellectual property rights. Its highly political character may explain the Council of Europe’s involvement in the issue of access. The more political character of access, compared to commercialization, may partly explain the Council’s role. However, from a legal point of view its role in this development is not evident, since the Council’s most important instrument, the European Convention for the Protection of Human Rights and Fundamental Freedoms (ECHR), does not explicitly mention the right of access to government information. It therefore required different cases before the European Court of Human Rights, and the in the meantime abolished Commission, to interpret the provisions of the Convention in a way that information held by governments would be included. Article 10 is considered to include the freedom of information, since implicit in the fundamental right to receive information, if such information is generally accessible under domestic law. It is an indirect fundamental right dependant on the public accessibility of such information under domestic law (Beers, 1992, p. 201). The Council of Europe has also influenced the accessibility framework of its members by another mean. Its political bodies have made important moves towards recognising the right of freedom to information as a fundamental human right (Mendel, 2003, p. 9). Although its
recommendations on this matter are not legally binding, they had an important moral influence on its members.

The European Union, according to some (Van Gompel & Steyaert, 2002, p.8) inspired by the efforts of the Council of Europe, has in the past taken a number of initiatives to establish a framework regarding public sector information. Nevertheless, the results of a community policy, from an access point of view, remained rather poor. There are only two matters in which the E.U. has established substantial legislation: access to environmental information and public access to documents of the institutions of the E.U. Despite mentioning the right of access in the Convention on Fundamental Rights within the European Union, it appears that the E.U.’s concerns are no longer with the issue of access to government information.

In bringing up the issue of commercialization of public sector information, one tends to immediately think of the negative consequences this could have for the protection of personal data and privacy. The public sector is in possession of probably our most intimate and personal information. In Europe data protection has a tradition of extensively been dealt with, both by the Council of Europe, the OECD and the E.U, as well as their member states. In general one can say that, compared to others as we will see later, Europe has a broad system of data protection. The E.U. data protection directive, in article 2, defines personal data as any information relating to an identified or identifiable natural person (data subject); an identifiable person is one who can be identified, directly or indirectly, in particular by reference to an identification number or to one or more factors specific to his physical, physiological, mental, economic, cultural or social identity. Furthermore is data to be lawfully and fairly processed, meaning that it can only be processed in a way that is compatible to the specific, explicit, and legitimate purposes for which it was collected. The latter poses particular difficulties concerning commercialization. Personal data are usually not collected by the public sector in order to be communicated in bulk to the private sector for commercialization. But if this is the case, such transfer usually implies a change of purpose, and is admissible on some or all of these conditions: if there is individual consent, if there is an overriding public interest or if the interest of the receiver supersedes the interest of the person concerned (Burkert, 1992, p. 232). Thus, making the re-use of public sector databases containing personal data very difficult because they cannot be complete if even a few data subjects cannot be reached to obtain their permissions or if they withhold permission (Perrit, 1994, p. 16).

Intellectual property rights, copyright laws and the laws on databases are of particular relevance for shaping the legal borderlines on commercialization. The presence or absence of intellectual property rights on public sector information is of great importance with regard to its value. According to Perrit (1994, p. 14) intellectual property protection is as central to commercialization as public access laws, but in the opposite direction. If a public entity can hold a copyright in public information, it has the legal means to exclude the private sector or to establish and maintain exclusive arrangements with preferred private-sector providers. If on the contrary, such an intellectual property right would be absent, than this is the case for all. Meaning that besides the private entity that wants to exploit the information by obtaining it at minimum cost, every other interested party can do so too. Thus reducing the commercial value of the said information. Within Europe differences exist as to whether the public sector holds intellectual property rights on the information it generated; this depends on how the public sector perceives the information it holds: as a public or a private asset (see supra). These differences find their legal origin in the Berne Convention (Paris Text of 1971), to which all members of the
E.U. are part. It stipulates in article 2 (4) that it shall be a matter of national legislation to determine the protection granted to official texts of a legislative, administrative and legal nature and translation thereof. Taking into account the two, arguable, functions of copyright –to guarantee the integrity of the work and to ensure financial compensation for this work- it may be somewhat difficult to understand to which extend these privileges are meant to help the public sector as the creator of works. According to Burkert (1992, p. 236) copyright for the public sector may perhaps be understood in terms of a trustee function for the creative work of public servants in as far as it does not affect the ‘publicity’ function of the public sector.

With regard to the law on databases generally no specific provision is provided for public sector databases. Contrary to copyrights -official documents are often being exempt from protection- the 1996 E.U. Database Directive does not provide anything particular. As a result, one is legally obliged to obtain permission from the public sector concerned to re-use the database as a whole, or part of it, even when it covers official documents that are normally not covered by copyright. It is argued (ICRI, 2002, p. 108) that the latter could lead to the public sector abusing its sui generis rights on databases.

Commercialization of public sector information does not only mean the commercial exploitation by private actors. It also means that public sector bodies themselves can exercise commercial activities, outside their public tasks. It is the particularly the latter that has become a policy issue in the recent years, and has brought up some important differences between Europe and the U.S. In either way, commercialization of public sector information will bring up the question of what the appropriate role of the public sector may be, and how it directly or indirectly influences fair competition. In particular the rules on cross-subsidies and state support, on abuse of dominant position, and on anti-trust or concerted practices will be of relevance. Within E.U. competition law article 81 of the Treaty explicitly prohibits agreements, horizontal and vertical, that disturb fair competition. With regard to the commercial exploitation of public sector information by the public sector itself, this has a number of important consequences. First, this prohibits member states from imposing agreements between undertakings, for example regarding the price of information products sold at third parties. Secondly will public sector bodies that, when considered as acting as an undertaking, conclude exclusive agreements with private parties act in violation with article 81. In practice this is of particular importance to licensing agreements. One should however keep in mind that, due to being charged with its public tasks, some important exemptions and exceptions for the public sector exist. It is argued (Reinsma & van der Sluijs, 2002, p. 90) that unfair competition by the public sector can be justified in order to guarantee public sector information being provided against affordable prices, or to stimulate competition in a monopolistic market of products and services that are based on public sector information.

If the public sector itself would commercialise its own information, the danger of distorting fair competition would exist in the abuse of a dominant market position (article 82 of the Treaty) by that public sector body. A dominant position refers to the phenomenon where an undertaking can exercise a preponderant influence on the market, it can act without taking into account its competitors’ reactions, while they must take its reactions into consideration: it therefore means that it is shielded from effective competition (Waelbroeck & Frignani, 1999, p. 224). It is by the way of a number of criteria (product market, geographical market, situation of the undertaking etc.) that the existence of effective competition, and thus of a dominant position is being determined. The mere existence of a dominant position, which in the case of commercialization by the public sector itself of its own information is very probable, is not, as such, in violation with the provisions of the treaty. The actual violation consists in an abuse of that position
affecting community trade, like for example imposing excessive high or low prices, refusing to supply, tying, abusing intellectual property rights over essential facilities...

Often public sector bodies will when they commercialize as an undertaking their own information, find themselves in a dominant or even monopolistic situation. In that case it will be very important for them to keep their activities, those as an undertaking and those in the exercise of the public task, clearly separated (Reinsma & van der Sluijs, 2002, p. 87). A third aspect of unfair competition, state aid (article 86 of the Treaty), is also to be taken into account. It is particularly relevant with regard to so called “public private cooperation”. Especially the price against which the public sector provides an undertaking with information it possesses is important, and should, like any other relevant condition, be reasonable.

The U.S. and Canadian Experience

This paper will not extensively draw upon each of the relevant types of law determining the availability of public sector information in the U.S. and Canada. It will however point out the most striking differences compared to the European situation.

One should bear in mind that in Europe, contrary to the U.S., access and use or re-use are considered as conceptually different activities. In Europe access is considered as a matter of human rights, while use and re-use as an activity based mainly on the principles of competition and intellectual property laws (Papapavlou, 2000, p. 3). In the U.S. the commercialization of public sector information is not seen as a separate issue. Access and re-use are considered to be part of the same right. Furthermore, while in the U.S. cultural traditions favor commercialization of public information and commercialization is a well-established practice, the question raised there is whether commercial activities by the public sector are appropriate and if public sector bodies should be allowed to commercialize their own information. The opposite presumption is the norm in Europe, where the question is rather if commercial exploitation of public information can be justified at all (Perrit & Rustad, 2000, p. 404). In brief, one could state that the United States federal system on accessing government-generated information is a system that basically assumes all government held data to be public asset (Heeks, 2000, p. 3), by which, as a consequence, any person can access it and use it. There are a number of mainly legal reasons to this. First, there is the absence of any copyright protection to governments at the federal level, where a system of open records exists. The basis of this system lies in the Federal Constitution and the Copyright Law, with the former prohibiting any government restriction regarding freedom of expression and information, and the latter excluding copyright on works of the federal government. In the U.S. the information theoretically flows from the people to the state and the people retain ownership of the information (Monty, 1996, p. 492). This absence of copyright on federal documents, is exceptional compared to other countries. Indeed, in European countries such as France, Germany, the United Kingdom and Sweden, government information can, as described in the above, benefit from copyright protection. Secondly, there is the different approach in dealing with the tension between access and privacy. European and U.S. positions on privacy and freedom of information are mirror images of each other: while Europe has comprehensive systems reflecting a commitment to protection of privacy, the U.S. has rather a patchwork of incomplete protections reflecting uncertain commitment to privacy (Perrit, 1994, p. 7). At the same time, historically, the U.S. has a well-established legal framework guaranteeing access to federal government information, while in Europe this is not the case.
Canada and the United States both have historical ties with the English Crown. Despite the latter, the policies and practices concerning public access to government information are told to mirror the basic differences in philosophy and approach that grew out of each country’s development (Prophet, 1999, p. 1). These fundamental differences in philosophy find their legal expression, among others, in the issue of copyright. In Canada government documents can benefit from copyright protection. As mentioned in the above, this has important consequences with regard to commercialization. The existence of copyright is a remainder of the British parliamentary tradition, in which representatives are acting on behalf of the Crown and the Crown retains ownership (Monty, 1996, p. 492). Canada’s federal Access to Information Act (AIA), and the freedom of information legislation within different provinces, have in relation to commercialization -besides the fact of copyright being allowed- two other interesting provisions. First, all of the acts contain an exemption for information, the disclosure of which would prejudice the commercial position of the government (article 18 Canada AIA; Peterson Dando, 1993, p. 3). Second, article 68 of the AIA exempts from application the information that is already been published or can be obtained by the public. Both of these provisions have created some interesting case law on the federal and provincial level (see Roberts, 1998, p. 43-47), and would require a paper on their own. Nevertheless they needed to be mentioned. These provisions have been brought up as the main legal reasons behind the problems the increased accessibility by IT created for freedom of information laws. More particular have they done so by encouraging commodification of public sector information and thus endangering access to government information (Roberts, 1998, p. 43; OICC, 1994, p. 12).

4. Conclusion:

Not withstanding the important differences mentioned above, the E.U. seems to be convinced of the benefits of commercial exploitation, thereby basing itself, wrongfully on the present U.S. situation. The European Commission argues that besides the important perspectives commercialization opens for the private information industries, it would also increase transparency and the participation of citizens and business (2001, p. 3). Or put differently, it is being upheld that private exploitation would contribute to increasing the transparency of the public sector and the accessibility of its information for all citizens. This remains however to be proven. As far as it stands now the legislation regarding the use of public sector information, in particular Directive 2003/98 on the use of public sector information does, not seem to contain the necessary guarantees to do so.

One should not, in arguing in favour of a system of commercial exploitation within the E.U., refer to the advantages of a system where the conceptual ideas on access and re-use are different and where major differences exist in related types of law. The differences between the E.U. and the U.S. are too big in this matter, for the latter to serve as a reference. Besides the earlier mentioned conceptual difference, others like in privacy, copyright for governments and the appropriate role governments have to play in providing information render a comparison very delicate.
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